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• Established in 1996, with more than 1,000 clients serviced to date

• Headquartered in Cleveland, with a satellite office in Columbus 

• Local and national clients, with international service delivery capabilities 

and experience 

F irm Over view

Company Highlights
• 2017 and 2016 Top 200 Microsoft Partners, Redmond Channel Partners 

• 2015 Top 100 Most Promising Microsoft Solution Providers, CIO Review 

• 2011 Microsoft Partner of the Year, Heartland District 

• 2010 Microsoft Partner of the Year Finalist

• Office 365 TAP Member

• Office 365 FastTrack Partner

• Office 365 Preferred Deployment Partner

• Member of Microsoft’s SharePoint Patterns & Practices Council

• Members of the Microsoft Partner Advisory Council

• Founded the Cleveland SharePoint and .NET Special Interest Group

• Microsoft Gold Partners: Cloud, Collaboration and Content

• Microsoft Silver Partners: Cloud Productivity, Windows and Devices

Significant Achievements

Eight Practice Disciplines

http://www.bennettadelson.com/practices/architecture-and-development
http://www.bennettadelson.com/practices/business-intelligence
http://www.bennettadelson.com/practices/information-worker
http://www.bennettadelson.com/practices/advanced-infrastructure
http://www.bennettadelson.com/practices/connected-systems
http://www.bennettadelson.com/practices/mobility-solutions
http://www.bennettadelson.com/practices/user-experience
http://www.bennettadelson.com/practices/microsoft-dynamics-crm


Presentation Overview
• Conditional Access
• PIM - Privileged Identity Management
• JIT – Just in Time
• Azure Active Directory
• Cloud App Security
• App/Device Policies
• Fabric security



Conditional Access
• Hybrid AD
• Multi Factor Authentication
• Registered Apps
• Locations
• Modern Auth

• Modern Authentication capability enables Active Directory Authentication Library 
(ADAL)-based sign-in for Office client apps across different platforms. 
This enables sign-in features such as Multi-Factor Authentication (MFA), 
smart card and certificate-based authentication.



Conditional Access – Hybrid AD



Conditional Access - MFA



Conditional Access – Registered Apps



Conditional Access – Locations 



Conditional Access – Modern Auth



PIM & JIT
• Privileged Identity Management

• Provide just-in-time privileged access to Azure AD and Azure resources
• Assign time-bound access to resources using start and end dates
• Require approval to activate privileged roles
• Enforce multi-factor authentication to activate any role

• Just in Time
• Locks down inbound traffic to your Azure VMs by creating a NSG rule
• You select the ports on the VM to which inbound traffic will be locked down



Privileged Identity Management



Just in Time



Just in Time



Azure Active Directory
• Risky Logins
• Password protection



Azure Active Directory – Risky Logins



Azure Active Directory – Risky Logins



Azure Active Directory – Risky Logins



Azure Active Directory – Password Protection



Azure Active Directory – Password Protection

https://bit.ly/ncsc-survey

https://bit.ly/ncsc-survey


Azure Active Directory – Password Protection



Cloud App Security



Cloud App Security



Policies
• Apps
• Devices



Policies – Apps



Policies – Devices



Fabric Security



Thank you!
• Please fill out the session feedback forms in order to win a chance of

winning an Amazon gift card 



Thank You
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